
value – inspired by people

The consulting unit of the msg group on cyber security and data protection, msg security advisors, is seeking you as:

Junior Consultant / Analyst  
Cyber Security (m/f/d)  
Full-/Part-time |  Reference number: msg-50392978-000  
For the following locations: Frankfurt/M., Berlin, Braunschweig, Chemnitz, Düsseldorf, Essen, 
Görlitz, Hamburg, Hannover, Ingolstadt, Karlsruhe, Cologne, Lingen (Ems), Munich, Münster, 
Nuremberg, Passau, Schortens, St Georgen, Stuttgart, Wolfsburg and throughout Germany

Are you looking to take on challenging tasks in varied projects with social relevance in the field of information security? In our Security 
Advisors unit, we increase the resilience of organizations, processes and systems with innovative and solution-oriented consulting, thereby 
creating professional information security for excellent organizations. In our unit, you can shape things, grow personally and set standards.
 
Who we are

msg is an independent group of companies with more than 10,000 employees worldwide. We owe our distinguished reputation to our  
holistic range of services consisting of creative strategic consulting and intelligent, sustainable value-adding IT solutions for a variety  
of industries.

What you can expect from us

• Varied activities from a wide range of information security topics
• �Security Management, Governance, Risk & Compliance (GRC)
• Elaboration of IT security concepts
• Security audits (based on ISO 27001, BSI basic protection (BSI-Grundschutz))
• Consulting on security in the software development process with Security and Privacy by Design
• Penetration testing and security code reviews
• Cyber defense and security incident management

What you offer

• University degree (diploma, bachelor, master) in computer science or a comparable education
• �Some experience in the field of information security (e.g., through internships, area of specialization)
• Overview of organizational and technical security standards such as ISO 27001 or OWASP
• Ideally, some knowledge of relevant laws and regulations (e.g., GDPR, KRITIS, BAIT)
• �Interest in technical information security, common Internet protocols (TCP/IP),  

tools and secure software development



What we offer

• Home office and mobile working
• Flexible working hours
• Time recording on a trust basis
• Overtime compensation
• 30 days of vacation and special leave days
• Long-term accounts / sabbatical
• Fixed remuneration with variable component
• Free choice of location
• Minimum travel
• Comprehensive further training

This is your way to us

Interested? Then we look forward to receiving your application with salary requirements and possible starting date  
via security-advisors.msg.group/en/career. 
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https://security-advisors.msg.group/en/career

